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Chapter 8 
 
 

CYBER-BULLYING: THE IRISH EXPERIENCE 
 
 

Mona O’ Moore and Stephen James Minton 
School of Education, Trinity College Dublin 

 
 

ABSTRACT 
 

Good indications as to the incidence rates concerning bullying, aggressive behaviour 
and violence in schools have been developed both in Ireland (Minton & O’ Moore, 2008; 
O’ Moore, Kirkham & Smith, 1997; O’ Moore & Minton, 2003) and internationally (see 
Smith, 2003; Smith et al., 1999, for reviews). However, very few empirically-based 
surveys of cyber-bullying (Li, 2006; Smith et al., 2006; Vandebosch et al., 2006) have 
been conducted (Minton, 2008). The present chapter will report on a study of 2, 794 
students from eight post-primary schools in the Republic of Ireland (the entire student 
body of the first, second, third and fourth years – ca. 12 – 16 years of age) who 
completed a specially-designed 38-item questionnaire, administered according to 
standardised instructions by class teachers in normal school time. Across the sample, 
around one in seven students reported having been cyber-bullied over the past couple of 
months, and around one in eleven reported having taken part in the cyber-bullying of 
others at school within the past couple of months. Incidence rates of having been 
subjected to and having perpetrated sub-categories of cyber-bullying were also obtained 
(text message bullying, the sending of pictures and video clips via mobile telephones, 
threatening calls, e-mails, Instant Messages, and abuse via the Internet (social networking 
sites and chat rooms) were also obtained. In many sub-categories of cyber-abuse (see 
below) the incidence rates were slightly higher amongst girls than they were amongst 
boys. A further finding was that the use of social networking Internet sites was very 
frequent, with over three-quarters of the sample having used Bebo and You Tube within 
the past couple of months. Few people who had been cyber-bullied (about 6 per cent) 
reported it to adults at school; they were over twice as likely to do nothing at all, five 
times more likely to send an angry message back, and five times more likely to talk to a 
friend. The findings confirm that the incidence of cyber-bullying amongst post-primary 
students in schools in Ireland is significant, and that its seriousness as an issue should not 
be underestimated. 
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INTRODUCTION 
 
Over the last two decades in particular, good indications as to the incidence rates 

concerning general bullying and aggressive behaviour in schools have been developed both in 
Ireland (Minton & O’ Moore, 2008; O’ Moore, Kirkham & Smith, 1997; O’ Moore & 
Minton, 2003) and internationally (see Smith, 2003; Smith et al., 1999, for reviews. For 
example, a nationwide survey of bullying behaviour conducted in 1993 – 1994 that involved a 
representative sample of some 20,422 students (9,599 primary and 10,843 post-primary) in 
Irish schools recorded that 31.2 per cent of the primary students, and 15.6 per cent of the post-
primary students, reported having been bullied over the previous three months (O’ Moore, 
Kirkham & Smith, 1997). More recently, a large (2, 312 primary and 3, 257 post-primary 
students) although not nationally representative survey, conducted in 2004 – 2005, funded by 
the Irish Research Council for the Humanities and Social Sciences (IRCHSS), showed that 
bullying behaviour in Irish schools continues to be a problem. Of the primary school pupils 
involved in this second survey, 29.2 per cent reported having been bullied within the last 
three months, as did 22.9 per cent of their post-primary counterparts (Minton & O’ Moore, 
2008). Ireland is one of three countries nationwide that can point to nationwide survey data - 
the others being Australia and Norway (Minton & O’ Moore, 2004). Large-scale survey data 
concerning both school bullying (Minton & O’ Moore, 2004; Smith et al., 1999) and school 
violence (Smith, 2003) now exist in most EU States and beyond.  

By way of contrast, very few empirically-based surveys of cyber-bullying have been 
conducted (Minton, 2007a, 2008), although considerable public and media awareness can be 
inferred to exist around this issue, often concerning its most tragic possible consequences: 
suicide (e.g., Bramwell & Mussen, 2003; Fleming, 2004; Riegel, 2007; Toppo, 2006). The 
most frequently cited empirical studies to date have generally been exploratory in nature, and 
hence utilized rather limited sample sizes (e.g., Li, 2006; Smith, 2006) or have addressed text 
message bullying only (NCH / Tesco, 2005). UK surveys have indicated that around one in 
five teenagers have been bullied via text message (NCH / Tesco, 2005), or cyber-bullied 
(Smith et al., 2006). From the limited evidence that currently exists, Minton (2008) concluded 
that ‘….the seriousness of cyber-bullying can not and should not be 
underestimated….[whereas] there are points of similarity with ‘traditional’ forms of bullying, 
cyber-bullying presents fresh challenges’.  

 
 

DEFINING CYBER-BULLYING 
 
Cyber-bullying, often previously known as ‘E-bullying’ (with the ‘E’ denoting 

‘electronic’ forms of contact; e.g., O’ Moore & Minton, 2004) has been defined as:  
 
‘….an aggressive, intentional act carried out by a group or individual, using 
electronic forms of contact, repeatedly over time against a victim who cannot easily 
defend him- or herself.’ (Smith et al., 2006).  
 
This definition was provided by Professor Peter K. Smith, who has conducted one of the 

first systematic studies of cyber-bullying, and one which will be regularly referred to 
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Two of Smith’s sub-categories (the first and the last in the list above; i.e., text-message 
(SMS) bullying and bullying via web-sites) have been fairly frequently reported in the media 
over the past two years in Ireland (Minton, 2007a, 2008; also, e.g., Riegel, 2007). The 
evidence, such as it exists, on these two forms of cyber-bullying, will now be presented 
below.  

 
 

TEXT-MESSAGE (SMS) BULLYING: THE EVIDENCE 
 
From what little empirical information that exists on the matter, text-message bullying 

appears to be the most common form of cyber-bullying. In a small-scale study in Sacramento, 
California, self-identified cyber-bullies preferred it 2:1 over e-mail, web-sites, and Instant 
Messaging (Toppo, 2006). Similarly, in the UK, Smith et al.’s 2006 study of ninety two 11-16 
year-old students revealed that text-message bullying was the type of cyber-bullying that had 
been most frequently experienced. In a larger British study, around one-fifth of 900 students 
in their early teens study had been bullied via text-message (NCH / Tesco, 2005). 

So what is the picture regarding text-message bullying in Ireland? The study that is 
described in this chapter is the first that has been specifically focussed upon text-message 
bullying or cyber-bullying. However, questions concerning text-message bullying have been 
asked as a part of more general studies of bullying behaviour amongst school students. In a 
survey of bullying behaviour amongst 2, 354 primary school students (3rd – 6th class), from 
38 schools, were asked to indicate whether ‘other pupils have sent nasty text messages to me, 
or used mobile phones to get at me’ within the last three months. Around one in ten - 8.7 per 
cent of girls, and 10.8 per cent of boys – indicated yes, that this had happened to them at least 
once in the last three months. When 3, 078 post-primary students (1st – 3rd year), from 12 
schools, were asked the same question, over one in eight girls (13.3 per cent) and around one 
in ten boys (9.6 per cent) indicated that this had happened to them at least once in the past 
three months (Minton, 2007b).  

Although no scientifically-based research on the matter has been conducted to date, from 
media coverage and anecdotal evidence alone, text-message bullying may be considered to be 
as potentially psychologically dangerous as any other form of bullying. At what is surely the 
most extreme end of psychological danger posed through bullying, Neil Marr and Tim Field 
(2001) have coined the term ‘bullycide’. This refers to when a person is literally ‘bullied to 
death’ – that is to say, when he or she takes his or her own life rather than face another day of 
being bullied. Marr & Field (2001) state that, at a conservative estimate, sixteen children 
(under the age of sixteen years-old) in the United Kingdom per year commit ‘bullycide’. 
Bramwell & Mussen (2003) have reported on the ‘bullycide’ of a sixteen year-old male due to 
text-message bullying in New Zealand; similarly, in the United Kingdom, Fleming (2004) has 
reported on a fourteen year-old female ‘bullycide’ due to text-message bullying in Liverpool. 
In Ireland, in March 2007, the tragic suicide of 18 year-old Leanne Wolfe was preceded by a 
few hours by a vicious text message from a member of a six-strong gang who had persecuted 
her through physical assaults, emotional intimidation, web-postings and text-messages for 
some five years. Leanne’s bravery, and the bully gang’s thuggery and cowardice, were 
recorded in diaries that were found on the day that she was buried (Riegel, 2007).  
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WEB-BASED BULLYING: THE EVIDENCE 
 
A recent survey (Webwise & Anchor, 2007) showed that 69 per cent of 848 nine to 

sixteen year-old students in Ireland access social networking web-sites more frequently than 
three times per week, and one-third do so on a daily basis. Hence, the potential for broad-
scale cyber-abuse is evident. In Canada, Qing Li’s 2006 study of 177 seventh graders 

recorded that 54 per cent of the students reported having been bullied, and 25 per cent 
reported having been cyber-bullied. Also, 33 per cent reported having bullied others, and 15 
per cent reported having cyber-bullied others. Furthermore, most targets of both bullying and 
cyber-bullying did not report having been bullied. The non-reporting of bullying behaviour 
amongst young people has been identified as a major inhibitor of the effective dealing with 
incidents of bullying behaviour (O’ Moore, Kirkham & Smith, 1997) and a phenomenon 
which has generally been unaffected by the implementation of most intervention programmes 
(Smith, Pepler & Rigby, 2004). On these grounds, perhaps, it is understandable that Li 
referred to a ‘new bottle, but old wine’.  

In the study of 92 11-16 year-old students undertaken for the United Kingdom’s Anti-
Bullying Alliance, Smith et al. (2006) found that 20 students (22 per cent of the sample) had 
experienced cyber-bullying at least once, and that 5 students (6.6 per cent) had experienced 
cyber-bullying frequently in the last two months. Of the seven sub-categories referred to 
above, phone call bullying, text-message bullying and e-mail bullying were the most common 
types, and chat-room bullying was the least common. Video-clip / phone calls were perceived 
by the students as having more impact than ‘traditional’ (that is to say, ‘non-cyber’) bullying. 
Web-site bullying and text-message bullying were perceived as having the same impact as 
traditional bullying, and chat-room bullying, Instant Messaging bullying and E-mail bullying 
were perceived as having less impact than traditional bullying. There were few age 
differences; however, girls were more likely to be cyber-bullied than boys (especially via 
text-messages) (Smith et al., 2006).  

Vandebosch et al. (2006) reported on a large-scale study of cyber-bullying, undertaken by 
the University of Antwerp (at the request of the Flemish Institute for Science and Technology 
Assessment, in turn at the request of the Committee for Culture, Youth, Sport and the Media 
of the Flemish Parliament) in October 2005.2 The study involved 636 primary school 
students, and 1, 416 secondary school students who undertook a questionnaire on their ‘use of 
the Internet and mobile phones and their personal experiences with traditional and cyber-
bullying’ (Vandebosch et al., 2006, p. 2). When asked directly (in the questionnaire) about 
having been involved in cyber-bullying, one in ten reported having been victims, almost two 
in ten reported having been perpetrators, and about three in ten reported having been 
bystanders. However, when the ‘….number of youngsters who [had] come into contact with 
at least one form of potentially offensive behaviour over the Internet or mobile phone that can 
be classified as related to cyber-bullying over the last three months’ (p. 5) was examined, 61.9 
per cent reported having been victims, 52.5 per cent reported having been perpetrators, and 
76.3 per cent reported having been bystanders (Vandebosch et al., 2006). 

                                                           
2 Cyber-bullying has been well represented in the Flemish media. The 2008 film, ‘Ben X’, was based on the true 

story of a teenage boy with mild autism, who committed suicide by jumping off Gravensteen Castle in Ghent, 
Flanders. The book ‘Niets was alles wat hij zei’ [‘Nothing was all that he said’] was the basis for the film’s 
screenplay; Nic Balthazar was both the author of the novel, and the director of the film (Boylan, 2008).  
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Whilst little in the way of broad-scale data on cyber-bullying exists, and, hitherto, very 
little in Ireland, action has been taken on deciding what can and should be done regarding the 
problem, and steps towards resource provision in Ireland have been made. It is towards these 
topics that we now turn our attention. 

 
 

WHAT CAN AND SHOULD BE DONE ABOUT CYBER-BULLYING 
 
Smith et al. (2006) have suggested certain guidelines concerning dealing with cyber-

bullying in schools. At the school management level, Smith et al. (2006) advocate that cyber-
bullying should be included in school anti-bullying policy. Managers should ensure that 
teachers have enough knowledge to deal with cyber-bullying, and can tell students about 
cyber-safety. Furthermore, schools should work with police and other support agencies (i.e., 
counselling services) on preventing and dealing with cyber-bullying, and parents and students 
should be updated and involved in forming new anti-bullying strategies. At the school 
teaching staff level, Smith et al. (2006) advocate that staff should be familiar with their roles 
and responsibilities in implementing anti-bullying policies; they should be able to take action 
if a child is cyber-bullied, and to teach young people e-etiquette and cyber-safety. Parents 
should make sure that they and their children are aware of the risks of technology use, and 
that they know what to do if the child is bullied. Smith et al. (2006) also advise that parental 
control software for home computers should also be considered.  

Smith et al. (2006) advise that targeted young people, should remember that regardless of 
the excuses that bullies use to justify their unacceptable behaviour, that being bullied is never 
one’s own fault – bullying is always the fault of the perpetrator of that behaviour. Bullying 
should never be ignored; however, it is important to try and keep calm, rather than just 
reacting. In the case of phone call, E-mail, text-message and video-clip bullying, messages 
and images should not be deleted, but kept as evidence. Non-response is important; it may be 
worth turning off incoming texts for a few days, or to change one’s number. If one is being 
bullied via phone calls, the advice is not to hang up right away (this may gratify the callers 
sadistic need to cause fear) but to walk away, and to hang up after a few minutes. In terms of 
Internet-based bullying, Smith et al. (2006) advise that young people should never respond to 
‘flames’ (unwanted e-mails), or open files from people they don’t know. For E-mail bullying, 
incidents should be reported to the Internet Service Provider; and for Web-Site Bullying, the 
on-line safety links should be followed. Smith et al. (2006) also advise young people that in 
using Instant Messaging, Internet Chat Rooms or Social Networking Web-sites, it is 
important to remember to never give out personal details, photos etc. (use a nickname), and to 
recognise that who you think you are communicating with on-line might not actually be that 
person. Young people are advised by Smith et al. (2006) to think very carefully about what 
they write, and tell their parents or teachers if they are worried.  

 
 

CYBER-BULLYING: THE RESPONSE IN IRELAND 
 
Gratifyingly, and somewhat in contrast to the more general phenomenon of school 

bullying (Minton, 2006), cyber-bullying (at least, as an issue grounded within the broader 
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The National Centre for Technology in Education (NCTE) has established a post-service 
training course for teachers, and (in consultation with the SPHE8 curriculum support team 
(Walsh, 2008)) developed a web-site called Webwise.ie, which contains information on 
Internet safety for teachers, parents and children (Durrant & Boulton, 2008). A ‘Webwise 
Internet Safety Education Pack’ was sent to every school in Ireland in March 2007, which 
contained advice booklets and hard-hitting posters (Walsh, 2008). The NCTE has also 
developed in-service training courses for teachers on ‘Integrating Internet safety into teaching 
and learning’ and ‘Bebo: What’s going on’ (Walsh, 2008). On 12th February, 2008 (Safer 
Internet Day), the NCTE launched a three-part ‘Complete E-safety Programme’. The first of 
these three parts is the availability of a resource pack consisting of thirteen Internet safety 
lessons (downloadable from www.webwise.ie), aimed at teachers and students. Three of these 
lessons addressed cyber-bullying – including awareness around bullying, cyberbullying and 
the impact / consequences of these, advice on what to do if one is being cyber-bullied, and the 
highlighting of the critical role of the bystander. There are also links to the NCTE’s teen-
advice site, www.watchyourspace.ie. The second aspect is the development of an SPHE in-
service session for teachers; thirdly, and in conjunction with the National Parents’ Council 
(NPC), there is the possibility of the provision of a free Internet Safety speaker for parents’ 
evenings (i.e., a parents’ Internet safety seminar) (Walsh, 2008). In launching the E-safety 
programme, the former Minister for Education and Science, Ms. Mary Hanafin, T.D. said: 

 
‘This new initiative will support parents and schools in assisting our children to 
develop the new life skills necessary to ensure safe and worthwhile experiences with 
Internet technologies’ (Walsh, 2008, p. 24).  
 
However laudable recent policy / legislative actions and resource provision regarding 

Internet safety have been in Ireland, one has to concede that, at least as regards cyber-
bullying, such recommendations and actions have been made in the absence of large-scale 
empirical data regarding the issue – for the quite simple reason that no such data has, hitherto, 
been available. It is for this reason that we can now turn our attention to the findings of a 
recent (May, 2008) survey conducted by the present authors, and their colleagues at Trinity 
College Dublin’s Anti-Bullying Research and Resource Centre. 

 
 

METHODOLOGY 
 

Background 
 
The current survey was arrived at after consultation between members of the national 

broadcaster, Radio Telefis Éireann’s ‘Prime Time’9 team, and personnel of Trinity College 
Dublin’s Anti-Bullying Research and Resource Centre. The sample size of the current survey 

                                                           
8 The Social and Personal Health Education Programme (SPHE) was developed by the National Council for 

Curriculum and Assessment, at the request of the Irish government’s Department of Education and Science. 
SPHE is taught at both primary and post-primary levels during discrete SPHE time and across the curriculum. 
The SPHE curriculum is both skills- and knowledge-based, and focussed around the promotion of self-esteem, 
general well-being, social skills, and physical, emotional and mental health (Coyle, 2000). 

9 A popular peak-time extended news / investigative documentary programme in Ireland.  
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was almost thirty times as large as that of the most frequently cited international survey of 
cyber-bullying (Smith et al., 2006). It was intended that the dissemination of the results of the 
survey, coupled with further investigatory research into this issue, would assist in the 
development of evidence-based intervention strategies into what, on the basis of anecdotal 
evidence, would appear to be at present a little understood but particularly destructive form of 
interpersonal behaviour.  

 
 

Participants 
 
2, 794 twelve to sixteen year-old students (907 girls (32.5 per cent of the sample) and 1, 

884 boys (67.5 per cent of the sample)) from eight post-primary schools (the entire student 
body of the first, second, third and fourth years) completed a specially-constructed 
questionnaire. Nine schools within the Irish Republic were invited to participate in the survey. 
The sample was framed in order to reflect nationwide trends in school characteristics across 
seven measures – (i) fee paying / non-fee-paying; (ii) type (i.e., secondary, VEC, 
comprehensive)10; (iii) gender of pupils (boys only, girls only, co-educational); (iv) 
designated as serving an area of disadvantage, or otherwise11; (v) size (i.e., number of pupils 
enrolled); and, (vi) geographical location, according to the most recent governmental statistics 
available (typically, 2006 – 2007). Eight schools returned data in time within the agreed time 
limit (i.e., a completion rate of 88.9 per cent 

 
 

Materials and Procedure 
 
A 38-item questionnaire was designed especially for this survey by the authors. The 

questionnaire was administered (according to standardised instructions provided by the 
authors) by class teachers in normal school time. Essentially, students were to be seated in 
such a way that conferring or copying should be avoided, the questions were to be answered 
anonymously, and the importance of answering the questions truthfully was to be 
communicated to the students. Whilst no time limit for the completion of the questionnaires 
was to be set, it was possible in all cases to distribute, give instructions, have the students 
complete, and collect up the copies of the questionnaire within a single class period (40 
minutes). The questionnaires were returned by the schools to the for data entry and analysis 
by the authors and team at Trinity College Dublin’s Anti-Bullying Research and Resource 
Centre. Due to the higher proportion of boys (67.5 per cent) than girls (32.5 per cent) in the 
sample, data for the two genders are expressed separately in the results tables that follow.  

 
 
                                                           

10 There are four types of second-level education establishments in Ireland – i.e., those that typically enrol students 
between 12 and 18 years of age – secondary schools (ca. 59 per cent), vocational schools (ca. 32 per cent), 
comprehensive schools and community schools (ca. 9 per cent) (Jordan, 1999). 

11 Schools in Ireland are designated as serving areas of disadvantage, or otherwise, according to socio-economic 
and educational indicators such as high levels of unemployment, social housing, and low levels of literacy and 
numeracy in the area (O’Moore & Minton, 2003). Status as serving an area of disadvantage renders a school 
eligible for various funding and staffing opportunities under governmental initiatives that seek to address 
equality of access and opportunity in education.  
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Table 1. Incidence rates of general bullying behaviour. Students’ responses to questions, 
‘How often have you been bullied and bullied others at school in the past couple of 

months (any kind of bullying, including cyber-bullying?’ (Percentages). 
 

Response Category Student 
Category Not in 

the past 
couple of 
months* 

Once or 
twice 

Two or 
three times 
a month 

About once 
a week 

Several 
times a 
week 

Been bullied: 
Females 69.7 22.6 4.0 1.8 2.0 
Males 69.9 21.2 3.3 2.8 2.7 
TOTAL 69.8 21.7 3.5 2.5 2.5 
Bullied others: 
Females 87.5 10.1 1.4 0.8 0.2 
Males 69.1 24.3 3.1 2.0 1.4 
TOTAL 75.1 19.7 2.6 1.6 1.0 

* This column heading should be taken as, ‘I have not been bullied / cyber-bullied [as appropriate to the 
table] in the past couple of months’ throughout the rest of the results tables. 
 
Table 2. Incidence rates of cyber-bullying behaviour. Students’ responses to the 

questions, ‘How often have you been cyber-bullied and cyber-bullied others in the past 
couple of months?’ (Percentages). 

 
Response Category Student 

Category Not in the 
past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Been cyber-bullied: 
Females 81.9 14.9 1.5 1.1 0.6 
Males  87.7 9.7 0.9 0.6 1.0 
TOTAL 85.8 11.4 1.1 0.8 0.9 

Table 2. (Continued) 
Cyber-bullied others: 
Females 92.0 7.4 0.2 0.2 0.2 
Males 90.9 7.0 0.8 0.6 0.7 
TOTAL 91.3 7.1 0.6 0.5 0.5 

 
 

RESULTS 
 

1. General Bullying Behaviour 
 
The results of this study would appear to confirm the continued existence (see Minton & 

O’ Moore, 2008; O’ Moore, Kirkham & Smith, 1997) of significant bully / victim problems 
in Irish schools, with some 30.2 per cent of students (30.3 per cent of girls, and 30.1 per cent 
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of boys) reporting that they had been bullied at school in the past couple of months, and 24.9 
per cent of students (11.5 per cent of girls, and 30.9 per cent of boys) reported having taken 
part in bullying of others at school in the past couple of months. 

 
 

2. Cyber-Bullying Behaviour 
 
Probably chief amongst the findings of this survey was that in the sample as a whole, 

averaged across all age and gender groups, around one in seven students (14.2 per cent; 
reported having been cyber-bullied over the past couple of months. This figure was higher 
(18.1 per cent) amongst girls, than it was amongst boys (12.3 per cent). Around one in eleven 
(8.7 per cent; 8.0 per cent of girls, and 9.1 per cent of boys) reported having taken part in the 
cyber-bullying of others at school within the past couple of months. It was also noted that in 
many sub-categories of cyber-abuse (see below), that the incidence rates were slightly higher 
amongst girls than they were amongst boys.  

 
 

3. Abusive Text Messages 
 

(a) Abusive text messages in school  
 

Table 3. Incidence rates of abusive text messages in schools. Students’ responses to the 
questions, ‘Have you been sent, and have you sent others, a nasty, aggressive or 
threatening text message in school in the past couple of months?’ (Percentages). 
 

Response Category Student 
Category Not in the 

past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Been sent: 
Females 89.1 9.0 1.2 0.6 0.1 
Males 92.4 6.2 0.3 0.4 0.6 
TOTAL 91.3 7.1 0.6 0.5 0.5 
Sent others: 
Females 95.8 3.5 0.4 0.1 0.2 
Males 95.0 3.9 0.2 0.5 0.5 
TOTAL 95.2 3.8 0.3 0.4 0.4 

 
(b) Abusive text messages outside of school 

 
Text message bullying was a problem inasmuch as 16.5 per cent of students reported 

having received an abusive text outside of school in the past couple of months, and 10.7 per 
cent having sent such a message. School restrictions on the use of mobile telephones would 
seem to be having a positive effect – within school, these incidences were 8.7 per cent and 4.8 
per cent respectively.  
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Table 4. Incidence rates of abusive text messages outside school. Students’ responses to 
the questions, ‘Have you been sent, and have you sent others, a nasty, aggressive or 

threatening text message outside of school in the past couple of months?’ (Percentages). 
 

Response Category Student 
Category Not in the 

past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Been sent: 
Females 79.2 17.0 2.4 1.0 0.4 
Males 85.7 12.0 1.1 0.5 0.9 
TOTAL 83.5 13.6 1.5 0.6 0.7 
Sent others:  
Females 89.2 9.9 0.1 0.3 0.4 
Males 89.4 8.7 0.5 0.5 0.9 
TOTAL 89.3 9.1 0.4 0.4 0.7 

 
Table 5. Incidence rates of the sending of taking and sending abusive pictures and / or 

video clips via mobile telephones.. 
 

Response Category Student 
Category Not in the 

past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Students’ responses to the question, ‘Have other people taken a mobile ’phone camera picture of you 
that you think is threatening or embarrassing in the past couple of months?’ (Percentages).  
Females 82.0 16.8 0.7 0.1 0.4 
Males 82.6 15.1 1.2 0.4 0.6 
TOTAL 82.4 15.6 1.0 0.3 0.5 
Students’ responses to the question, ‘Have other people sent a mobile ’phone camera picture of 
you to others that you think is threatening or embarrassing in the past couple of months?’ 
(Percentages).  
Females 92.6 6.7 0.3 0.1 0.3 
Males 89.1 9.1 0.8 0.3 0.9 
TOTAL 90.2 8.3 0.6 0.2 0.7 
Students’ responses to the question, ‘Have you taken a mobile ’phone camera picture of others 
that they would think is threatening or embarrassing in the past couple of months?’ 
(Percentages).  
Females 87.8 11.1 0.7 0.2 0.2 
Males 82.5 15.5 0.8 0.6 0.7 
TOTAL 84.1 14.1 0.7 0.5 0.5 
Students’ responses to the question, ‘Have you sent a mobile ’phone camera picture of others 
that they would think is threatening or embarrassing in the past couple of months?’ 
(Percentages).  
Females 95.2 4.3 0.1 0.1 0.2 
Males 91.9 6.3 0.9 0.2 0.7 
TOTAL 93.0 5.7 0.6 0.2 0.5 
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4. Taking and Sending Abusive Pictures and / or Video Clips via Mobile 
Telephones 

 
The use of mobile telephones in the taking or sending of embarrassing or otherwise nasty 

pictures or video clips also raises concerns. 17.6 per cent reported that they had had 
embarrassing or nasty pictures or video clips taken of them; 15.9 per cent reported having 
taken such pictures or clips of others, although rather fewer (7.0 per cent) reported that they 
had sent such images on. 

 
 

5. Abusive Calls from Mobile Telephones 
 

Table 6. Incidence rates of abusive calls from mobile telephones. Students’ responses to the 
questions, ‘Have you received, and have you made, a nasty, aggressive or threatening 

telephone call from a mobile phone in the past couple of months?’ (Percentages). 
 

Response Category Student 
Category Not in the 

past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Received: 
Females 74.6 20.7 2.6 1.3 0.8 
Males 79.2 16.3 2.4 0.8 1.3 
TOTAL 77.7 17.7 2.4 1.0 1.2 
Made:  
Females 91.6 7.3 0.6 0.2 0.3 
Males 87.9 9.8 1.2 0.3 0.7 
TOTAL 89.1 9.0 1.0 0.3 0.6 

 
Reports of having received an aggressive or threatening telephone call from a user of a 

mobile ’phone exceeded one in five (22.3 per cent of the sample). (25.4 per cent of girls, and 
20.8 per cent of boys). 10.9 per cent of the sample (8.4 per cent of girls, and 12.1 per cent of 
boys) reported having perpetrated this activity over the past couple of months.  

 
 

6. Abuse on the Internet - Social Networking Sites 
 

(a) Use of social networking web-sites 
 
The use of social networking Internet sites was very frequent, with over three-quarters 

(76.6 per cent) of the sample having used Bebo (85.5 per cent of girls and 72.3 per cent of 
boys) and You Tube (76.2 per cent; 68.9 per cent of girls and 79.7 per cent of boys) within 
the past couple of months. Similar sites, such as My Space, Nimble and Face Book, were 
used by some, but to a far lesser extent (12.7 per cent, 4.7 per cent and 6.6 per cent 
respectively). 
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Table 7. Students’ responses to the question, ‘Have you used any of the following web-
sites in the past couple of months?’ (Percentages answering ‘Yes’). 

 
Response Category* Student 

Category Bebo You Tube My Space Nimble Face Book 
Females 85.5 68.9 14.6 6.2 9.3 
Males 72.3 79.7 11.7 4.0 5.3 
TOTAL 76.6 76.2 12.7 4.7 6.6 

* = Participants could circle as many response categories as applied to them; hence, the row totals may 
not add up to 100 per cent.  
 
 

(b) Abusive postings on social networking web-sites 
 
Around one in eight students (12.3 per cent of the sample – 15.3 per cent of girls, and 

10.9 per cent of bys) had had nasty web postings made about them on Internet sites over the 
past couple of months. However, only just over one in twenty students (6.1 per cent of the 
sample – 5.4 per cent of girls, and 6.4 per cent of bys) reported that they had posted nasty, 
aggressive, threatening or embarrassing things about others on Internet sites over the past 
couple of months.  

 
Table 8. Incidence rates of abusive postings on social networking web-sites. Students’ 

responses to the questions, ‘Have you had nasty, aggressive, threatening or 
embarrassing things about you posted on the Internet in the past couple of months, and 
‘Have you posted nasty, aggressive, threatening or embarrassing things about others on 

the Internet in the past couple of months?’ (Percentages) 
 

Response Category Student Category 
Yes No 

Had nasty things posted about self: 
Females 15.3 84.7 
Males 10.9 89.1 
TOTAL 12.3 87.7 
Posted nasty things about others: 
Females 5.4 94.6 
Males 6.4 93.6 
TOTAL 6.1 93.9 

 
 

7. Other Forms of Cyber-Abuse 
 
Some other forms of cyber-abuse were less frequent – having received or sent abusive e-

mails were indicated by 6.2 per cent and 3.0 per cent of the sample respectively; having 
received or sent abusive messages in Internet chat-rooms were indicated by 9.5 per cent and 
7.3 per cent of the sample respectively. However, abuse via Instant Messages was fairly 
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frequently reported – by 12.9 per cent of the sample as targets, and 8.4 per cent of the sample 
as perpetrators in the past couple of months.  

 
Table 9. Incidence rates of other forms of cyber-abuse. 

 
Response Category Student 

Category Not in the 
past couple 
of months 

Once or 
twice 

Two or three 
times a 
month 

About once a 
week 

Several 
times a 
week 

Students’ responses to the question, ‘Have you received, or have you sent, a nasty, aggressive 
or threatening e-mail message in the past couple of months?’ (Percentages).  
Received: 
Females 91.1 7.4 0.9 0.3 0.2 
Males 95.0 3.4 0.6 0.6 0.3 
TOTAL 93.8 4.7 0.7 0.5 0.3 
Sent: 
Females 96.9 2.7 0.4 0 0 
Males 97.1 1.7 0.2 0.2 0.8 
TOTAL 97.0 2.0 0.3 0.1 0.5 
Students’ responses to the question, ‘Have you received, or have you sent, a nasty, aggressive 
or threatening message whilst using an on-line chat-room in the past couple of months?’ 
(Percentages).  
Received: 
Females 89.0 8.5 0.7 1.0 0.9 
Males 91.2 6.6 0.6 0.4 1.1 
TOTAL 90.5 7.2 0.6 0.6 1.0 
Sent:  
Females 94.4 4.6 0.4 0.2 0.3 
Males 91.9 5.9 0.7 0.4 1.1 
TOTAL 92.7 5.5 0.6 0.4 0.8 
Students’ responses to the question, ‘Have you received, or have you sent, a nasty, aggressive 
or threatening Instant Message in the past couple of months?’ (Percentages).  
Received: 
Females 84.2 11.6 2.3 0.8 1.1 
Males 88.6 8.8 1.0 0.5 1.0 
TOTAL 87.1 9.7 1.5 0.6 1.1 
Sent: 
Females 92.8 6.0 0.6 0.2 0.4 
Males 90.7 6.7 0.8 0.3 1.3 
TOTAL 91.6 6.5 0.7 0.3 0.9 
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8. Reporting Cyber-Bullying  
 

(a) Responses to having been cyber-bullied (actual) 
 

Table 10. Students’ responses to the question, ‘If you have been cyber-bullied in the past 
couple of months, how did you respond?’ (Percentages). 

 
Response Category* Student 

Category 1 2 3 4 5 6 7 8 9 10** 
Females 75.4 11.8 2.1 6.3 1.9 1.9 7.7 5.2 3.9 4.4 
Males 78.9 4.5 1.0 2.2 1.2 2.0 6.2 2.4 2.5 5.5 
TOTAL 77.7 6.9 1.3 3.5 1.4 2.0 6.7 3.3 3.0 5.1 

* = Participants could circle as many response categories as applied to them; hence, the row totals may 
not add up to 100 per cent.  

** = Response Categories:  1 = Not in the past couple of months 
    2 = One or more school friends 
    3 = An adult at school 
    4 = My parent(s) / guardian(s) 
    5 = I wanted to tell someone, but I was afraid it would get worse 
    6 = I haven’t told anybody 
    7 = I sent an angry response back 
    8 = I asked the person to stop 
    9 = I did not respond at all 
    10 = I did something else 

 
(b) Responses to cyber-bullying (hypothetical) 

 
Table 11. Students’ responses to the question, ‘If you were being cyber-bullied, who 

would you tell?’ (Percentages). 
 

Response Category* Student 
Category One or more 

friends 
An adult at 

school 
My parent(s) / 

guardian(s) 
Someone else I wouldn’t 

tell anybody 
Females 77.8 17.4 46.6 7.6 7.1 
Males 60.7 12.8 35.0 6.4 14.8 
TOTAL 66.3 14.3 38.8 6.8 12.3 

* = Participants could circle as many response categories as applied to them; hence, the row totals may 
not add up to 100 per cent.  
 
People who had been cyber-bullied rarely (about 6 per cent) reported it to adults at 

school; they were over twice as likely to do nothing at all, five times more likely to send an 
angry message back, and five times more likely to talk to a friend. This is a marked contrast 
to what members of the sample said they would do – hypothetically – if they were being 
cyber-bullied – 66.3 per cent said they would talk to a friend, and 14.3 per cent said they 
would report it to adults at school.  
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DISCUSSION 
 
First of all, it should be noted that there are number of points upon which the principles 

of dealing with cyber-bullying coincide with those pertaining to dealing with more 
‘traditional’ (i.e., non-cyber-) forms of bullying. In the first place, the so-called ‘whole-
school’ approach (O’ Moore & Minton, 2004; Smith, Pepler & Rigby, 2004; Ttofi,Farrington 
&Baldry, 2008), is still warranted. In the ‘whole-school’ approach it is acknowledged that the 
problem of school bullying is a complex, multi-layered one; consequently, a sophisticated, 
multi-level solution is appropriate. Hence, a series of co-ordinated and simultaneous 
interventions at the school management, school staff, parent and community and student 
levels is planned and undertaken. In other words, schools, parents, community interest 
groups, health, educational and psychological professionals, and young people themselves all 
have a role to play, as we have seen that Smith et al. (2006) have indicated. Additionally, as 
with all such interventions, awareness-raising of bullying and cyber-bullying as real problems 
is a key ‘first step’, and changing attitudes towards oppression and violence are outcome 
goals. In Ireland, a very real attempt at such co-ordinated activity has been undertaken by the 
NCTE in their ‘Complete E-safety Programme’ (Walsh, 2008). It is gratifying to see this sort 
of work complemented and encouraged at government departmental level; the establishment 
of both the Office for Internet Safety (Office for Internet Safety, 2008a) and the Internet 
Safety Advisory Council in 2008 (Department of Justice, Equality & Law Reform, 2008), and 
the encouragement shown to these initiatives by the Minister for Justice, Equality and Law 
Reform (Department of Justice, Equality & Law Reform, 2008) give grounds for a cautious 
optimism in terms of enhancing Internet safety.  

However, and as we have noted above, cyber-bullying – compared with what has been 
variously termed ‘conventional’, ‘traditional’ or ‘classic’ bullying - does raise issues of its 
own. Li (2006) may be correct in referring to a ‘new bottle, old wine’ in terms of the reticence 
of targets of both ‘traditional’ and cyber-bullying to report the issue to teachers, but 
Vandebosch et al. (2006) are surely correct in their assertions concerning the important 
differences between the two. They refer to the lack of (perpetrator) repetition, technological 
power basis, the ease of adopting another identity, and the lack of facial / intonation feedback 
in instances of cyber-bullying (Vandebosch et al., 2006). To these observations, we would 
add the fact that in cases of cyber-bullying, those being targeted can be attacked (via 
electronic means) outside conventional space and time limits. A target of cyber-bullying does 
not even have to be on the same continent as the perpetrator of the attack. From the 
perspective of the target, a particularly frightening aspect of cyber-bullying is that there may 
be no ‘safe place’ – as long as the perpetrators have access to electronic media, their attacks 
(in terms of messages and postings) can be made. On a practical basis, as acts of cyber-
bullying may take place outside of school hours and premises, it is often far from clear as to 
who has responsibility for the investigation and dealing with such incidents. Aside from 
restricting the use of mobile phones in schools and the blocking of certain web-sites from 
school computers, schools can be uncertain of as how to best play their role in countering and 
preventing cyber-bullying. So the actions of the NCTE in terms of their safety packs and 
programmes and teacher-training initiatives (Walsh, 2008) are particularly welcome.  

In the case of the ready distribution of cyber-bullying material (for example, the posting 
of abusive messages or threatening / embarrassing material on the Internet, each episode of 














